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INVISIBLE END-TO-END WEB SECURITY
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Cybercrime — Multi Stage
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- ‘ We are building our lives around our wired and
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wireless networks. The question is, are we
. Security ready to work together to defend them?
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Multiple solutions — Increased security



WSF — INVISIBLE END-TO-END WEB SECURITY

* Web Session & Browser Protection
e Customer Invisible
* No Customer Installation

OC & i e " il « 100% Customer coverage
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Protects multiple device types

Operating Browser SSL Network DMZ/ HTTPS WSF Application
System Client Termination SSL Firewall Gateway Server NEES . .
LA * Protects infected devices
44— SSLEncryption — —m—p
; V= ey % & * Protects against unknown attack types

Sessions protected by dynamic obfuscation,

< additional encryption and session keys >

* Web Browser Monitoring and Control

4— Hidden application code and URL’s R —
Browser and session protected by P End‘tO'end Secu rlty and Integrlty
N TTTTTTTTITEG monitoring and integrity checks R
e etk e * Obfuscation, Encryption and Session Keys

e Customizable attack handling

* Forensic reports
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CodeSealer ApS

* International privately held company
with HQ in Copenhagen, Denmark

* Founded 2011
* Two main investors
e SEED Capital
* Vaekstfonden
 Two products
* WSF

e Bootloader

Patented technology
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